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	Job Title:

Technical Services Analyst

Purpose:
To maintain and repair a wide variety of Communications equipment. The equipment maintained includes CCTV, PA, help point, telephony, fibre optic / copper cabling repair and Radio.
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Remuneration:
Red Book Grade 7
	1.
	Role


	
	1.1
	Assist in the delivery and development of the ICT strategy and ensure continual service improvement within the ICT Department.


	
	1.2
	Monitor, maintain and repair all Distributed services to ensure that they are fit for purpose and fit for use.


	
	1.3
	Represent the ICT Department in all areas of the business, deputising for the Technical Services Supervisor as appropriate.


	
	1.4
	Ensure all project deliverables are impacted and that the deliverables are maintainable and adhere to operational standards.


	
	1.5
	Ensure that any changes implemented into the environment do not have any negative impact to the existing services.


	
	1.6
	Perform asset maintenance and repairs to remove business risk and deliver efficiency savings through a continuous service improvement programme.


	
	1.7
	Perform the installation, testing, maintenance, implementation or decommissioning of ICT assets to operational standards and best practice.


	
	1.8
	Continually monitor, evaluate and document the distributed services to identify any emerging threats or trends that increase the risk to the ICT Enterprise.


	
	1.9
	Assist with the periodic disaster recovery testing for Distributed services identifying areas of improvement to minimise the impact of service outages.


	
	1.10
	Assist in the review of Distributed services to identify efficiency savings through a continuous service improvement programme.


	
	1.11
	Assist with the installation, testing, implementation or decommissioning of Distributed services to operational standards and best practice.


	
	1.12
	Ensure that any asset changes are implemented into the environment in a controlled way.


	
	1.13
	Create, review and update documentation as appropriate including processes, work instructions, maintenance plans and safe systems of work.



2.
Principle areas of responsibilities
	2.1
	Perform Incident resolution, Maintenance, Monitoring and delivery of Service Requests ensuring a high level of service provision.



	2.2
	Assist in identifying and implementing improvements to remove the root cause or minimise the impact of all incidents through the Problem Management process.


	2.3
	Ensure the maintenance of Distributed services and configuration records adhere to operational standards ensuring the CMDB is kept up-to-date.



	2.4
	Assist in the development and maintenance of a technical Knowledge Base and user training material for distributed services.


	2.5
	Assist in the monitoring of distributed asset performance to ensure maintenance is at an optimal level and identify improvements and associated risks.


	2.6
	Effectively deliver changes that are required for the fulfilment of ICT Projects.


	2.7
	Assist during Major Incidents ensuring a fast return to service minimising the impact on business functions.


	2.8
	Assist in Major Incident investigations to determine and remove the underlying root causes.


	2.9
	Monitor and record equipment reliability, availability and performance assisting in identifying trends and implementing improvements.


	2.10
	Document, review and maintain processes, work instructions and safe systems of work.


	2.11
	Ensure that all raised issues are effectively resolved and assist to identify Problem trends with the Distributed services.


	2.12
	Perform maintenance and repairs ensuring they are carried out to plan and against the specified performance standards.


	2.13
	Ensure that the required materials and equipment are available to enable all relevant maintenance and repair tasks to be completed.


	2.14
	Assist in the development and operation of an Availability Management process to remove all availability related incidents and service outages.


	2.15
	Assist in the development and operation of a Capacity Management process to remove all capacity related incidents and service outages.


	2.16
	Assist with the ICT risks process including business continuity, disaster recovery planning and management including the creation and testing of contingency plans for ICT services



	2.17
	Ensure all work carried out is in line with Nexus Health and Safety policies and procedures.



	2.18
	Train and mentor colleagues and Nexus staff in the development and support of the ICT Policies and security requirements for all ICT services.



	2.19
	Any other tasks associated with ICT services as deemed appropriate by the Head of ICT.




	3.
	Statutory Duties


	
	3.1
	Provide timesheets for all work done ensuring a robust audit trail is provided for all rechargeable project work.


	
	3.2
	Ensure that all tasks are completed to the appropriate Technical Standards, Data protection and Information Security standards.


	
	3.3


	Ensure that all the ICT Policies are understood and adhered to.


	
	3.4
	Provide out of hours support as part of an on-call rota


	
	3.5
	Provide cover as part of a roster.
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